
 
 
To: 

Commission’s Secretary 
Marlene H. Dortch 
Office of the Secretary 
Federal Communications Commission 
445 12th Street, S.W. 
Suite TW-A325 
Washington, D.C. 20554 

 
Copy to:  

Best Copy Printing, Inc. 
445 12th Street 
Suite CY-B402 
Washington, D.C. 20554 
202-488-5300, fax 202-488-5563 
Via Email:  FCC@BCPIWEB.COM 

 
Electronically to: 

ECFS: http://www.fcc.gov/cgb/ecfs/ 
 
TelNet Worldwide, Inc. submits the following certificate in reference to file a 47 C.F.R. § 64.2009(e) 
compliance certificate for the calendar year 2008 on or before March 1, 2009 in EB Docket No. 06-36 to 
explain how the company’s procedures ensure that the company is in compliance with the requirements 
set forth in the Commission’s rules. 
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Annual 47 C.F.R. § 64.2009(e) CPNI Certification 

EB Docket No. 06-36 

 
Annual 64.2009(e) CPNI Certification for 2008 

Date filed: February 23, 2009 

Name of Company covered by this certification: TelNet Worldwide, Inc.  

Form 499 Filer ID: 882684 

Name of Signatory:  Mark Iannuzzi 

 

I, Mark Iannuzzi, certify that I am an officer of the company named above, and acting as an agent of the 
company, that I have personal knowledge that the company has established operating procedures that 
are adequate to ensure compliance with the Commission’s CPNI rules. 

Attached to this certification is an accompanying statement explaining how the company’s procedures 
ensure that the company is in compliance with the requirements set forth in section 64.2001 of the 
Commission’s rules. 

The company has not taken any actions against data brokers in 2008 or in 2009 to date.  TelNet 
Worldwide, Inc. (TelNet) will report on any information it has with respect to the processes pretexters 
may use to attempt to access CPNI under false pretenses, and the steps TelNet takes to protect CPNI. 

TelNet has not received any customer complaints in the past year concerning the unauthorized release of 
CPNI. 

 

Signed ________________________________________ 

 Mark Iannuzzi, President 
 TelNet Worldwide, Inc. 
 1175 W. Long Lake Rd., Suite 101 
 Troy, Michigan  48098 
 Tel: 248.485.1000  
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Compliance Procedures 
TelNet Worldwide, Inc. 

 
TelNet Worldwide, Inc. (TelNet) efforts to secure CPNI info include: 

 

• All requests for CPNI are directed to a designated, trained employee. 
 

• All received requests require an authorized signature on a defined CPNI form. 
 

• Only requests from a licensed CLEC, ILEC, RBOC or CMRS are considered for processing. 
 

• Only information regarding circuit ID’s, line ID’s, telephone numbers and/or directory listings may 
be divulged. 

 

• Customer credit information, personal information, payment history, call records, data about the 
frequency, duration and timing of calls, etc. is not provided, unless directed to do so via Local, 
State or Federal judicial order. 

 

• All CPNI requests are housed on one computer that is secured with a user password and does not 
leave our secured building. 
 

• TelNet will report on any information it has with respect to the processes pretexters may use to 
attempt to access CPNI under false pretenses, and the steps TelNet is takes to protect CPNI. 
 

• Only staff with appropriate credentials can access CPNI information. 
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